<table>
<thead>
<tr>
<th>Grade: 04</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Vacancy Questions Preview</strong></td>
</tr>
<tr>
<td>Please answer the following questions.</td>
</tr>
<tr>
<td>* 1. Please select the response that best describes your education as it relates to the position.</td>
</tr>
<tr>
<td>1. I meet the education requirements described in the vacancy announcement.</td>
</tr>
<tr>
<td>2. I do not meet the education requirements described above.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Grade: 05</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Vacancy Questions Preview</strong></td>
</tr>
<tr>
<td>Please answer the following questions.</td>
</tr>
<tr>
<td>* 1. Please select the response that best describes your education as it relates to the position.</td>
</tr>
<tr>
<td>1. I meet the education requirements described in the vacancy announcement.</td>
</tr>
<tr>
<td>2. I do not meet the education requirements described above.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Grade: 06</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Vacancy Questions Preview</strong></td>
</tr>
<tr>
<td>Please answer the following questions.</td>
</tr>
<tr>
<td>* 1. Please select the response that best describes your education as it relates to the position.</td>
</tr>
<tr>
<td>1. I meet the education requirements described in the vacancy announcement.</td>
</tr>
<tr>
<td>2. I do not meet the education requirements described above.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Grade: 07</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Vacancy Questions Preview</strong></td>
</tr>
<tr>
<td>Please answer the following questions.</td>
</tr>
<tr>
<td>* 1. Please select the response that best describes your education as it relates to the position.</td>
</tr>
<tr>
<td>1. I meet the education requirements described in the vacancy announcement.</td>
</tr>
<tr>
<td>2. I do not meet the education requirements described above.</td>
</tr>
</tbody>
</table>
1. Are you a student enrolled full-time in an accredited college and/or university (the school must be accredited by one of the regional or national institutional associations recognized by the United States Secretary of Education)?
   1. Yes
   2. No

2. Will you be at least 16 years of age at the time of appointment?
   1. Yes
   2. No

3. Please select the FBI Field Office closest to where you wish to work.
   1. Albuquerque, NM
   2. Anchorage, AK
   3. Atlanta, GA
   4. Baltimore, MD
   5. Birmingham, AL
   6. Boston, MA
   7. Buffalo, NY
   8. Charlotte, NC
   9. Chicago, IL
   10. Cincinnati, OH
   11. Clarksburg, WV
   12. Cleveland, OH
   13. Columbia, SC
   14. Dallas, TX
   15. Denver, CO
   16. Detroit, MI
   17. El Paso, TX
   18. Honolulu, HI
   19. Houston, TX
   20. Indianapolis, IN
   21. Jackson, MS
   22. Jacksonville, FL
   23. Kansas City, MO
   24. Knoxville, TN
   25. Las Vegas, NV
   26. Little Rock, AR
   27. Los Angeles, CA
   28. Louisville, KY
   29. Memphis, TN
   30. Miami, FL
   31. Milwaukee, WI
   32. Minneapolis, MN
   33. Mobile, AL
   34. Newark, NJ
35. New Haven, CT
36. New Orleans, LA
37. New York, NY
38. Norfolk, VA
39. Oklahoma City, OK
40. Omaha, NE
41. Philadelphia, PA
42. Phoenix, AZ
43. Pittsburgh, PA
44. Portland, OR
45. Richmond, VA
46. Sacramento, CA
47. Salt Lake City, UT
48. San Antonio, TX
49. San Diego, CA
50. San Francisco, CA
51. San Juan, PR
52. Seattle, WA
53. Springfield, IL
54. St. Louis, MO
55. Tampa, FL
56. Washington, DC
57. FBI Headquarters, DC

BRANCHED: * 1. Which Headquarters location do you wish to be considered for?
   1. Washington, DC
   2. Quantico, VA
   3. Winchester, VA

BRANCHED: * 2. If there are no positions available at Quantico, VA or Winchester, VA, are you willing to travel to Washington, DC?
   1. Yes
   2. No

* 4. Please provide the name, address, and telephone number of the school you are currently attending. Maximum length of 250 characters.

* 5. Please select the major you are currently pursuing.
   1. Applied & Computational Mathematics
   2. Computer & Digital Forensics
   3. Computer & Information Security
   4. Computer Forensics
   5. Computer Forensics & Digital Investigations
   6. Computer Information Systems
   7. Computer Information Technology Education
   8. Computer Security
   9. Computer Science
   10. Computer Engineering
Please select the Training/Certification(s) that you have completed:

1. Cisco Certified Internetwork Expert (CCIE)
2. Computer Hacking Forensic Investigator Certification (CHFIC)
3. Certified Ethical Hacker (CEH)
4. Certified Network Defense Architect (Cnda)
5. GIAC Reverse Engineering Malware (GREM)
6. Certified Forensic Computer Examiner (CFCE)
7. Certified Computer Examiner (CCE)
8. GIAC Certified Forensic Analyst (GCFA)
9. GIAC Certified Forensic Examiner (GCFE)
10. Global Information Assurance Certification (GIAC)
11. Microsoft Certified Systems Engineer (MCSE)
12. GIAC Certified Intrusion Analyst (GCIA)
13. GIAC Certified Penetration Tester (GPEN)
14. GIAC Certified Firewall Analyst (GCFW)
15. GIAC Security Engineer (GSE)
16. GIAC Security Essentials Certification (GSEC)
17. GIAC Certified Enterprise Defender (GCED)
18. Licensed Penetration Tester (LPT)
19. Certified Computer Crime Investigator (CCCI)
20. Certified Security Professional (CSP)
21. AccessData Certified Examiner (ACE)
22. EnCase Certified Examiner (EnCE)
23. Systems Security Certified Professional (SSCP)
24. Cisco Certified Design Associate (CCDA)
25. Cisco Certified Design Professional (CCDP)
26. Cisco Certified Security Professional (CCSP)
27. Cisco Certified Network Associate (CCNA)
28. Cisco Certified Network Professional (CCNP)
29. Certified Information Systems Security Professional (CISSP)
30. TrueSecure ICSA Certified Security Professional (TICSP)
31. Certified Information Systems Auditor (CISA)
32. CompTIA Convergence+
33. CompTIA Server+
34. CompTIA Network+ (Net+)
35. Certified Wireless Network Professional (CWNP)
36. CompTIA Security+ (Sec+)
37. Microsoft Certified Professional (MCP)
38. CompTIA Linux+
39. INFOSEC Assessment Methodology (IAM)
40. INFOSEC Evaluation Methodology (IEM)
41. Apple Certified Support Professional (ACSP)
42. Apple Certified Technical Coordinator (ACTC)
43. Apple Certified System Administrator (ACSA)
44. TrueSecure ICSA Certified Security Associate (TICSA)
45. CompTIA A+
46. Other
47. None of the above

* 7. Select the answer which describes your current academic level.
   1. Undergraduate College Freshman
   2. Undergraduate College Sophomore
   3. Undergraduate College Junior
   4. Undergraduate College Senior
   5. First-year graduate school student
   6. Second-year graduate school student
   7. Doctoral student
   8. Juris Doctorate student
   9. None of the above.

* 8. Do you have at least a 3.0 Grade Point Average (GPA) on a 4.0 scale?
   1. Yes
   2. No

* 9. Do you have experience in a Cyber Related Field?
   1. Yes

BRANCHED: * 1. Please select the Training/Certification(s) that you have completed:
   1. Cisco Certified Internetwork Expert (CCIE)
   2. Computer Hacking Forensic Investigator Certification (CHFIC)
| 3. | Certified Ethical Hacker (CEH) |
| 4. | Certified Network Defense Architect (CNDA) |
| 5. | GIAC Reverse Engineering Malware (GREM) |
| 6. | Certified Forensic Computer Examiner (CFCE) |
| 7. | Certified Computer Examiner (CCE) |
| 8. | GIAC Certified Forensic Analyst (GCFA) |
| 9. | GIAC Certified Forensic Examiner (GCFE) |
| 10. | Global Information Assurance Certification (GIAC) |
| 11. | Microsoft Certified Systems Engineer (MCSE) |
| 12. | GIAC Certified Intrusion Analyst (GCIA) |
| 13. | GIAC Certified Penetration Tester (GPEN) |
| 14. | GIAC Certified Firewall Analyst (GCFW) |
| 15. | GIAC Security Engineer (GSE) |
| 16. | GIAC Security Essentials Certification (GSEC) |
| 17. | GIAC Certified Enterprise Defender (GCED) |
| 18. | Licensed Penetration Tester (LPT) |
| 19. | Certified Computer Crime Investigator (CCCI) |
| 20. | Certified Security Professional (CSP) |
| 21. | AccessData Certified Examiner (ACE) |
| 22. | EnCase Certified Examiner (EnCE) |
| 23. | Systems Security Certified Professional (SSCP) |
| 24. | Cisco Certified Design Associate (CCDA) |
| 25. | Cisco Certified Design Professional (CCDP) |
| 26. | Cisco Certified Security Professional (CCSP) |
| 27. | Cisco Certified Network Associate (CCNA) |
| 28. | Cisco Certified Network Professional (CCNP) |
| 29. | Certified Information Systems Security Professional (CISSP) |
| 30. | TrueSecure ICSA Certified Security Professional (TICSP) |
| 31. | Certified Information Systems Auditor (CISA) |
| 32. | CompTIA Convergence + |
| 33. | CompTIA Server+ |
| 34. | CompTIA Network+ (Net+) |
| 35. | Certified Wireless Network Professional (CWNP) |
| 36. | CompTIA Security+ (Sec+) |
| 37. | Microsoft Certified Professional (MCP) |
| 38. | CompTIA Linux+ |
| 39. | INFOSEC Assessment Methodology (IAM) |
| 40. | INFOSEC Evaluation Methodology (IEM) |
| 41. | Apple Certified Support Professional (ACSP) |
| 42. | Apple Certified Technical Coordinator (ACTC) |
| 43. | Apple Certified System Administrator (ACSA) |
| 44. | TrueSecure ICSA Certified Security Associate (TICSA) |
| 45. | CompTIA A+ |
| 46. | Other |
| 47. | None of the above |
2. From the following list, please select the language(s) you have extensive experience in using in a school/work environment.
   1. C/C++
   2. Java
   3. C#
   4. VB/VB.NET
   5. Perl
   6. Java Scripts/HTML
   7. SQL
   8. None of the above

3. Please select the response that best describes your highest level of classroom and/or work experience in designing, developing and implementing software for stand-alone and server-based applications.
   1. I have developed and maintained various local application systems. I have conducted systems analysis and evaluated design techniques in order to recommend modification or redesign of programs and procedures to more effectively meet customer requirements.
   2. I have provided system design and programming services. I have developed and implemented computer application, performed testing, and diagnosed problems.
   3. I have experience with the design and implementation of software of individual computer applications, testing portions of applications, and/or diagnosing software problems.
   4. None of the above

4. From the following list, please select the statement(s) that reflect your classroom and/or work experience with computer forensics.
   1. I have identified possible reasons for damaged media.
   2. I have identified possible recovery methods for damaged media.
   3. I have used advanced recovery methods to retrieve information in a usable form.
   4. I have used advanced recovery methods to retrieve information from customized programs, deleted files, and unusual operating systems.
   5. I have analyzed programs related to data encryption to assist in decryption of files.
   6. I have detected computer viruses or destructive programs.
   7. I have developed new techniques and methods to access evidence.
   8. None of the above

5. Please select the responses that describe your knowledge in the installation, testing, operations, troubleshooting, and maintenance of hardware and software systems.
   1. I have training in planning the installation of new or modified hardware and operating systems and applications software.
   2. I have training in managing accounts, network rights, and access to systems and equipment.
   3. I have training in managing systems resources including performance, capacity, availability, serviceability, and recoverability.
   4. I have training in implementing security procedures and tools.
   5. I have training in developing and documenting systems administration standard operating procedures.
   6. I have training in resolving hardware/software interface and interoperability problems.
   7. I have training in ensuring systems availability, functionality, integrity, and efficiency.
   8. I have training in maintaining systems configuration.
   9. I have training in managing the installation and integration of systems fixes, updates, and enhancements.
   10. I have training in applying information security/information assurance policies, principles, and practices in the delivery of systems administration services.
   11. None of the above

6. Please select the type(s) of documents you have written.
   1. User documentation and instructions
   2. Systems documentation
3. Policies, guidelines or directives
4. Technical proposals
5. Study or research reports
6. Systems architecture or designs
7. Requirement documents
8. None of the above

BRANCHED: ✭ 7. Please select the responses that describe your knowledge in design, documentation, development, modification, testing, installation, implementation, and support of new or existing applications software.
   1. I have training in translating systems requirements into applications prototypes.
   2. I have training in planning and designing systems architecture.
   3. I have training in writing, debugging, and maintaining code.
   4. I have training in determining and designing applications architecture.
   5. I have training in determining output media/formats.
   6. I have training in designing user interfaces.
   7. I have training in integrating hardware and software components.
   8. I have training in evaluating new applications software technologies.
   9. None of the above

2. No

* 10. Is there a foreign language in which you consider yourself fluent?
   1. Yes

BRANCHED: ✭ 1. From the following list, please select language(s) you are proficient in:
   1. Arabic
   2. Farsi
   3. Dari
   4. Urdu
   5. Pashtu
   6. Chinese-Mandarin
   7. Chinese-Taiwanese
   8. Central Asian or Caucasian Language
   9. Russian
   10. Hebrew
   11. Swahili
   12. Albanian
   13. Indonesian
   14. Punjabi
   15. Vietnamese
   16. Other

2. No
FBIjobs.gov is an official site of the U.S. Federal Government, U.S. Department of Justice.

This is a Federal job application system. Providing false information, creating fake IDs, or failing to answer all questions truthfully and completely may be grounds for not hiring, for disbarment from Federal employment, or for dismissal after the applicant begins work. Falsifying a Federal job application, attempting to violate the privacy of others, or attempting to compromise the operation of this system may be punishable by fine or imprisonment (US Code, Title 18, section 1001).